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Using WhatsApp to video call your family and friends 


 


 


 


 


 







 


 


 
 
 


 
 


 
Install the app from the Play Store (Android)  


 


 
 


 
 


 
or App Store (iPhones). 
 


 


 
 
 


 
Click to install.  
 
 
 
 
 
 
 


Putting WhatsApp on your phone 







 


 
 
 


 
 


 
Open WhatsApp.  
 
Tap OPEN in your phone's app store,  
 
 
 
 
 
 
or tap the green and white WhatsApp app 
icon 


 


 


 
Tap ALLOW when you see the box.  
 
This will allow WhatsApp to access your 
contacts. 
 
You may also have to allow WhatsApp to 
send notifications by tapping Allow. 
 


 


 
 


 
Tap Agree & Continue.  
 
It's at the bottom of the screen. 
 
 
 


 
 
 


 
 
 







 


 
 
 


 
Type in your phone number. 
 
You'll enter this in the text field in the 
middle of the page. 
 
You need to add +44 then your phone 
number without the 0 at the start. 
 
So if your phone number is 07771234567, 
you type 7771234567 
 


 


 


 
It will check you have put the right number 
in. 
 
Click okay if it is right 
 
 
Tap OK. 
 
 Doing so will make WhatsApp send a text 
message with a verification code. 
 


 


 


 
You will be sent a text message. 
 
Tap the message from WhatsApp. It will 
say "Your WhatsApp code is [###-###].  
 
You can also tap on this link to verify your 
phone:" followed by a link. 
 


 


 


 
Enter your code in the box provided.  
 
As long as you don't mistype, this will 
confirm your phone's identity and take you 
to the account creation page 
 


United Kingdom 


44 







 


 


 
Enter your name and a photo.  
 
You do not have to add a photo. 
 
If you do it will help confirm your identity to 
other contacts. 
 


 


 
 


 
Tap Next to continue.  
 
You are now ready to send a message with 
WhatsApp. 


 


 


 


 


 


 


 


 


 


 
We have used the guide from  
 
WikiHow to help put this guide together. 
 


 


 
Original document can be found at  
 
www.wikihow.com 
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Zoom is a great way to stay 
connected with friends, family, 
and people you can’t meet up 
with in person.


Zoom allows you to call or video 
chat a person or a group of 
people.


It is free to call or video chat 
people who also use Zoom.


How to guide:
Zoom 







How to get Zoom


To use Zoom you will need to set 
it up on ONE of these devices:


Some people will need some 
support to set up Zoom. This 
could be from a friend, family 
member, support worker/carer or 
someone else you trust. 


Step 1: Type www.zoom.us/ into 
the address bar or search zoom 
on the internet. 


Desktop
Computer


Laptop Smartphone Tablet


How to sign up to Zoom 



http://www.zoom.us/





How to get Zoom


Step 2: To get Zoom, click ‘SIGN 
UP, IT’S FREE’ in the top right 
corner of the screen.


Step 3: Enter your email address 
and click sign up. 


Step 4: Go to your email inbox, 
click on the email from zoom 
and follow instructions on screen.


Step 5: Enter your name and 
create a strong password. Get 
help creating a strong password 
here:


www.tinyurl.com/ugw4qf3  


How to install on  smartphone or tablet



http://www.tinyurl.com/ugw4qf3





How to get Zoom


How to install on a smartphone or tablet


Step 6: You can invite other 
people to use zoom by entering 
their email addresses or you can 
click ‘skip this step’. 


Step 8: Sign in using your email 
address and the password you 
created.


Step 9: You can then join or host 
meetings. 


Step 7: You can test Zoom video 
to make sure your camera and 
sound is working, or you can 
‘skip this step’.







How to get Zoom


Step 10: For more information on 
how to do this watch this video:


www.youtube.com/watch?v=zhB
d30l1prg



www.youtube.com/watch?v=zhB d30l1prg





How to get Zoom


How to install on a smartphone or tablet


Step 1: Go to the place where 
you get new apps from and 
search Zoom.


Step 2: Search Zoom.


How to get the app on your smartphone or tablet


Google Play on Android 
phone or tablet


AppStore on iPhone 
or iPad


Step 3: Click install.







How to get Zoom


Step 5: Join a meeting if you 
have the meeting id that the host 
or person who set up the meeting 
gave you. 


Step 6: Or sign in using your email 
and password. 


How to install on a smartphone or tablet


Step 4: Open the app.


Step 7: You can then join or host 
your own meetings. 
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Staying Safe Online
Online banking







You then view your bank accounts any time you 
like. This gives you more control over your money 
as you can see what is coming in and out of your 
account.


You can transfer money out of your bank account 
even if the bank is closed.


You can get banking apps on your mobile to 
make this even easier


Online banking lets you have access to your 
bank accounts on a computer, mobile or tablet.


Online banking


Safety tips & advice


CLOSED







With online banking you will usually get an user 
name and a password. It is important to keep 
this safe and not tell anyone.


You may also be asked to come up with a secret 
word. This is provide added protection to your 
online bank account.


Please see our Online Safety: Passwords 
booklet for advice on creating and keeping your 
passwords safe.


To set up online banking make an appointment 
to see someone from your bank. They will go 
through everything with you.


Online banking


Safety tips & advice







DO NOT give them this information. This is a 
scam, banks will never ask you for your full 
password, PIN or other secret information. 


You may receive an email, letter, and/or phone 
call saying they are from the bank and they need 
you to transfer your money to a holding account


You may receive an email, letter, and/or phone 
call saying they are from the bank and want all 
you passwords.


Online banking has some wonderful advantages 
but if you are not careful you can be scammed 
out of your money.


Online banking


Safety tips & advice







If you are unsure about anything then talk to 
your bank directly by going into their branch.


If you think money has been taken from your 
account without your knowledge report it to your 
bank.


Please see our Online Safety: Scams and Viruses 
booklet for more advice on how to keep safe 
from scams.


DO NOT do this. This is a scam, banks will never 
ask you to transfer your money to a holding 
account.


Online banking


Safety tips & advice
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Staying Safe Online
Passwords







Safety tips & advice


Passwords


Your passwords are the most common way to 
prove your identity when using websites, email 
accounts and your computer.


Privacy settings


However, on secure sites they may also be
used alongside a PIN or memorable 
information. 


The use of strong passwords is really important 
in order to protect your security and identity.


Sometimes, you may be asked to enter only 
some of the characters of your password, for 
additional security.







Safety tips & advice


Always use a password. 


Use different passwords for different accounts


Use a mixture numbers, symbols, capital
letters and lower case letters.


Make sure you always


8!Tr







Safety tips & advice


Your username or actual name.


Family members’ or pets’ names.


Favourite football team or other words easy to 
work out with a little background knowledge.


DON’T use the following as passwords:


A single word, which could be cracked easily.


‘PASSWORD’







Safety tips & advice


The risks of using weak passwords


When you use a weak password, it may be
easier for people to pretend to be you to
commit crimes such as:


Accessing your bank account


Buying items online with your money


Pretending to be you on social networking
or dating sites.







To create a strong password, you could simply 
choose 3 random words.


Example: cuptorchkettle


You could also use a mixture of capital letters,
lower case letters, numbers and keyboard 
symbols to write a word.


Example: SP1D3Rm@n


You could use a line from a song.


Example: Using 'Tramps like us, baby we were 
born to run'" and take the first character from 
each word to get 'tlu,bwwbtr'


Safety tips & advice


Tips for strong passwords


Tip*


What’s your favourite song? Could you use a
line from that song to make a strong password?







Never give your passwords to anyone else. 
If you think that someone else knows your
password, change it straight away.


Safety tips & advice


Try not to write your passwords down in
one place. 







If you struggle to remember, you could try using 
a password vault.


These enable you to securely store all of your 
passwords in one, easy-to-access place so that 
you do not need to remember them all, or write 
them down.


Safety tips & advice


The fact that you should use different passwords 
for each of your accounts can make them very 
difficult to remember. 


Password manager


You only need to remember one password to
access your vault. 







We recommend using MyKi, which is free and 
simple to use: myki.com


If you are using your phone, sometimes you can 
even just use your fingerprint to log in. 
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Staying Safe Online
Relationships Scams







Once they’ve gained your trust, they’ll start 
asking you for money, often by telling you an 
emotional or hard luck story.


If something feels wrong, it probably is. 


When talking online try not to give away 
personal information such as your address.


Scammers can use social networks such as 
dating websites or chat rooms. 


Relationship scams


Safety tips & advice







If you arrange to meet, make sure it’s in a public 
place, and tell someone else where you’re going.


You may feel more comfortable meeting the 
person with a friend. If the person is genuine they 
would not mind you bringing a friend.


If you no longer want to talk to someone online 
you can stop. 


Relationship scams


Safety tips & advice


These tricks are hard to spot, so it’s always worth 
talking to a friend or relative about it, especially 
if things seem to be moving fast.







If someone won’t leave you alone when online 
then there are a number of things you can do:


The first step is to block them on all you social 
media websites. This will mean they cannot 
contact you.


If the person is messaging all your friends, get 
your friends to block them.


You can also report them to the social media 
website if the person is still harrassing you.


Relationship scams


Safety tips & advice


Don’t ignore me!!!


Answer me now!!!


Hello?!


Hello?!







If the person is aggressive or threatening you 
can report them to the police.


You have the same rights online to feel safe as 
you do offline


Please see our Stay Stay Online: Useful Websites 
for more information.


Relationship scams


Safety tips & advice


For more information about online relationships 
please visit:


https://www.onlinedatingassociation.org.uk/
date-safe.html
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Staying Safe Online
Scams and viruses







Scams


Safety tips & advice


A scam is an illegal plan for making money or 
taking information, which  involves tricking 
people.


It may be a scam if it seems too good to be true. 
For example, an iPhone that is being sold for a 
lot less than you expect.


It may be a scam if someone you don’t know 
contacts you unexpectedly. 


You may even get a phone call from someone 
claiming to be from a well-known company like 
“Microsoft” or ”BT”. 







It may be a scam if you’ve been asked to transfer 
money quickly. Real companies will not pressure 
you to do this.


Scams


Safety tips & advice


It may be a scam if you suspect you’re not 
dealing with a real company. For example, if 
there’s no postal address.


They may say there’s a problem with your 
computer and needing to get access to it, 
including your personal details.


You should never go along with this. If you are 
concerned there may be an issue with your 
computer call the company on a phone number 
found on their actual website.


FAKE







The link may send you to a fake page and when 
you login the scammer will know your password.


Scams


Safety tips & advice


It may be a scam if you’ve been asked to pay 
in an unusual way. For example, paying by gift 
cards or wire transfer


It may be a scam if you’ve been asked to give 
away personal information like passwords or 
PINs. Real companies and banks would never ask 
for the full PIN or password.


It may be a scam if asking you to click a link to 
login to your account. For example, the email 
may say you have been hacked and to click the 
link to login.







Never click links to login pages. Always login to 
any website from their actual web page.


If you are unsure whether anything is a scam 
you can ask someone you trust for their 
opinion. Never feel pressured into giving 
money or personal information away.


Citizens Advice can also help you. It can be 
hard knowing if something is a scam or not. 
Contact them:


03454 04 05 06


Citizens Advice can also help you if you think 
you have scammed. They can go through 
every step with you. 


Scams


Safety tips & advice







Computer Viruses


Safety tips & advice


You may be sent an email with an attachment 
which when you click on it will release a virus.


Computer viruses are nasty software programs 
designed to destroy or steal files from 
computers. They can make a computer stop 
working.


You could get a virus by clicking on a pop-up 
message on a website or visiting a fake website.


Viruses can infect your computer without you 
knowing about them.







Criminals can then use this to take control of 
your computer, or the virus may scan your 
computer for personal information.  


It can also slow your computer down, send out 
a spam email or delete files.


Computer Viruses


Safety tips & advice


To help prevent this from happening you 
need a trusted anti-virus software like Norton 
Security or McAfee.


Update your computer, mobile and tablet 
when available to keep them secure.
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Staying Safe Online
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Recommended websites


UK Safer Internet Centre


The UK Safer Internet Centre exists to promote 
the safe and responsible use of technology for 
young people.


The centre has 3 main functions: 


2. Helpline: to provide support to professionals 
working with children and young people with 
online safety issues.


1. Awareness Centre: to provide advice and 
support to children and young people, parents 
and carers and schools.


3. Hotline: an anonymous and safe place to 
report and remove child sexual abuse imagery 
and videos, wherever they are found in the world.







www.saferinternet.org.uk


Recommended websites


UK Safer Internet Centre


The website has some helpful social media 
guides which explain the safety features 
available on these popular social networks. 


Find out more:







Recommended websites


internetmatters.org


This website can help you or your family get to 
grips with what you may come across on the 
internet and how to get help if you need it.


The website is in partnership with:


It’s a good place to get expert advice on issues 
that matter most to you.


1. Awareness Centre: to provide advice and 
support to children and young people, parents 
and carers and schools.


It’s also a good place to give you the knowledge 
and skills to keep safe online. 







www.internetmatters.org


Recommended websites


The website has some helpful guide to apps. 
These guides are aimed at parents but are also 
really useful ways to find out more about the 
dangers of different apps yourself. 


Find out more:


internetmatters.org







Recommended websites


National Autistic Society


The National Autistic Society has some useful 
information on the hazards of the internet. 


It also gives some advice on what you can do 
to minimize risks in order to make the most of 
everything the internet has to offer. 


The website also has a safe Community Forum 
to talk to others online and share thoughts and 
experiences. It’s free to join and a great way to 
share support.


community.autism.org.uk


It's sometimes easy to forget that there's an 
element of risk to being online. For someone with 
autism, it can be even harder to deal with those 
risks.







www.autism.org.uk/staying-safe-online


Recommended websites


Find out more:


National Autistic Society


Four risk areas which are particularly relevant to 
people with autism are misunderstandings, 
obsessiveness, bullying, and money issues.


The website gives more information about each 
of these areas and what you can do to deal with 
these risks. 







If you need help 
there are a 
number of 
organisations that 
can help.







Child Exploitation Online Protection Centre


If you know someone who is behaving 
suspiciously online towards a child, you 
should report it. 


In an emergency, contact the emergency 
services by calling 999.


Otherwise make a report to CEOP, the Child 
Exploitation Online Protection Centre. 


Click here to make a report
www.ceop.gov.uk.


Reporting suspicious behavior







True Vision


Hate crimes and incidents come in many 
different forms. 


It can be because of hatred on the grounds of 
your race, religion, sexual orientation, 
transgender identity or disability.


Reporting hate speech, hate incidents 
or hate crimes


Hate crime in any form is wrong. That is why it is 
important that if hate crime happens to you or 
someone you know, that you report it.


Click here to report a crime or incident
http://www.report-it.org.uk/home







Action Fraud


Action Fraud is the reporting centre for fraud and 
cybercrime where you should report fraud if you 
have been scammed, defrauded or experienced 
cyber crime


Fraud is when trickery is used to take things from 
you. It usually involves money. 


Cyber crime is any criminal act dealing with 
computers and networks.


Click here to make a report
https://www.actionfraud.police.uk/


Reporting fraud and cyber crime
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How to use facebook messenger      


 







 


 


 
 
 


 


 
Open the App Store  
 
If you use an iPhone or iPad, you'll find the App 
Store's blue-and-white "A" icon on the home screen 
or in a folder.  
 
 
If you have an Android, you'll find the Play Store's 
multicolored triangle icon on your phone 
 


 


 
 


 
Search for facebook messenger.  
 
Tap the Search bar (Android) or the magnifying 
glass (iPhone/iPad). 
 
type facebook messenger, and then tap the search 
or enter key.  
 
A list of matching results will appear. 


 


 
 


 
Tap GET (iPhone/iPad) or Install (Android).  
 
The button will appear near the top-right corner of 
the page. This puts the app onto your phone or 
tablet. 
 
Once the installation is complete, the Messenger 
icon will be added to your home screen 
(iPhone/iPad) or the app section (Android) 
 
 


Getting the app  







 


 
 


 
This picture should now be on our phone. 
 
Click this to open the app 
 


 


 
 
 
 
 


 
Log in to your Facebook account.  
 
Enter the email address or phone number you use 
to sign into Facebook,  
 
Then your password (remember to keep this safe). 
 
If you don't have a Facebook account, tap Create 
New Account to set one up now. 
 
If you've forgotten your login credentials, tap Forgot 
Password? at the bottom of the screen and follow 
what it tells you to do. 
 


 


 
When you log in for the first time, Facebook will ask 
you if they can access things on your phone, like 
your phone numbers. 
 
Read carefully and only agree to those you are 
comfortable with.   
 
You can change your mind and change the choices 
later if you like. 
 


 


 
Now Messenger should be ready to go. 







  
 


 


 
Click on this symbol on your phone to open 
messenger. 


 


 


 
The app will open to a Chat page where all your 
past chats are stored.  
 
To start a new chat with click on the pencil icon in 
the corner. 
 
If you want to talk to someone you have already 
spoken to, click on the chat from the list 
 
 


 


 
You can use Messenger to talk in text, like you 
would using a text message. 


 


 


 
Or you can video call your family and friends. 
 
Open up a chat window by selecting the person 
you want to talk to. 
 
When that is open, click on the video picture at 
the top of the screen 
 
 


Using the app 







 


 
You can now see and talk to the other person 
 
 
 
 
 
Just press the red button to end the call when 
you are finished. 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 
We have used the guide from  
 
WikiHow to help put this guide together. 
 


 


 
Original document can be found at  
 
www.wikihow.com 


 






